**Test № 4**

*Cercel (Perciuleac) Tatiana,Gr-201*

1. **Acțiunile informative ale serviciilor de informații privind domeniile politice și strategice, potențialul militar și economic, resursele umane și tehnologice cu relevanță strategică;**

Toate serviciile speciale au la dispoziţia lor unităţi operaţionale, tehnice, analitice şi de suport ce folosesc instrumente de comunicare, supraveghere, control şi documentare. Totuşi, există o diferenţă majoră care trebuie subliniată: serviciile speciale de informaţii sunt "servicii secrete" doar pentru simplul fapt că principiul de bază al activităţii lor este de a păstra în secret sarcini concrete şi numele persoanelor responsabile de acestea, precum şi metodele şi mecanismele utilizate în procesul de executare a acestor sarcini.

A. Shulsky a remarcat exact acest aspect circumscris domeniului serviciilor speciale explicând că toate aceste activităţi sunt desfăşurate de către organizaţii care au un numitor comun:

* una dintre „cele mai semnificative caracteristici ale acestor organizaţii este secretizarea pe care o reclamă activităţile lor”;
* secretizarea este esenţială, întrucât serviciile speciale sau *Intelligence* reprezintă un segment al „confruntării” permanente ce se derulează între naţiuni;
* pentru domeniul serviciilor speciale obiectivul constă în deţinerea adevărului, însă căutarea adevărului „implică o confruntare cu un adversar uman, care are o anumită reacţie”.

Astfel trebuie să remarcăm faptul că acțiunile sub acoperire sunt folosite pentru a influența condițiile sau situațiile politice, militare sau economice din străinătate. Acestea ar putea consta în activități de propagandă, sprijin pentru facțiuni politice sau militare dintr-o anumită țară, asistență tehnică și logistică acordată altor guverne pentru a rezolva problemele din țările lor sau acțiuni întreprinse pentru a perturba activitățile ilicite care amenință interesele țării, de ex. terorismul. Astfel de acțiuni completează măsurile evidente paralele (de exemplu, diplomație, sancțiuni comerciale sau activități militare) întreprinse de ramura executivă. Prin lege, acțiunile sub acoperire pot fi întreprinse numai în sprijinul unui obiectiv de politică externă "identificabil".

Un exemplu de ilucidat este faptul că în Regatul Unit, există, de asemenea, o serie de agenții dedicate diferitelor aspecte ale serviciilor de informații militare, inclusiv ***Serviciul secret de informații (SIS)***, ***Serviciul de securitate*** și ***Personalul de informații al apărării (DIS)***. SIS, denumit și sub numele său istoric *„MI6” (Military Intelligence 6)*. După sfârșitul Războiului Rece, accentul principal a fost schimbat, Serviciul de Securitate, cunoscut și sub numele de „MI5” (Military Intelligence 5) iar Serviciul de Securitate a considerat combaterea terorismului internațional prioritatea sa principală. Scopul principal al DIS este de a analiza informațiile colectate și de a oferi evaluări și avertismente strategice forțelor armate și altor factori de decizie.

Mai mult de atât agențiile economice oferă informații privind producția, distribuția și consumul de bunuri și servicii, precum și forța de muncă, finanțele, impozitarea și alte aspecte ale economiei unei națiuni sau ale sistemului economic internațional. "Inteligența" economică permite unei națiuni să estimeze amploarea posibilelor amenințări militare și este, de asemenea, valoroasă în estimarea intențiilor unui potențial inamic. În timp de război, inteligența economică este un indicator principal al capacității unui inamic de a susține un război.

Elocvent este faptul că serviciile strategice sunt considerate o sursă magnifică de avantaj competitiv, deoarece pot îmbunătăți procesul de luare a deciziilor, avand are informații bază. Componenta importantă pentru succesul procesului de informații strategice este o echipă de management care se concentrează nu numai pe proces, ci și pe oamenii și tehnologia sa. Valoarea inteligenței strategice se reflectă în capacitatea conducerii organizației de a-și menține reputația chiar și în situația provocărilor care necesită decizii critice.

Să nu uităm de faptul că un agent în acest context se referă la o persoană însărcinată cu colectarea de informații despre un stat și transmiterea acestora către un serviciu de informații străin. Țările care spionează în și împotriva altor țări, sau împotriva intereselor acestor țări în străinătate, ar putea face acest lucru utilizând ofițeri de informații detașați în țară. O prioritate cheie pentru orice astfel de ofițer de informații este de a recruta persoane capabile să furnizeze informații relevante și, prin urmare, să opereze în numele unei alte țări, adică agenți. Aceștia au sarcina de a culege informații despre țară și de a le transmite managerilor lor, cu alte cuvinte spionarea țării. Â

1. **Securitatea informațională ca factor de organizare a societății contemporane.**

Pentru început, menționăm faptul că securitatea informațională, comparativ cu securitatea informației, reflectă o realitate sistemică mai complexă, înglobând în sine atât securitatea informației, securitatea sistemelor informaționale (, securitatea informatică, adesea referită ca securitate cibernetică/securitatea informației în spațiul cibernetic, virtual, sau securitatea în Internet), protecția datelor cu caracter personal, cât și protecția drepturilor de autor, protecția drepturilor și libertăților omului în spațiul informațional, protecția spațiului informațional și a infrastructurii critice, protecția personalului care lucrează cu sistemele informaționale, protecția informației oficiale ale statului, inclusiv a informațiilor atribuite la secret de stat și a celor cu accesibilitate limitată, protecția spațiului informațional de impactul dezinformării etc.

Remarcăm că transformările secolului XXI au demonstrat că protejarea informațiilorextrem de sensibile și a infrastructurii critice sunt cele mai importante aspecte alesecurității informaționale. Volumul de informații fără precedent face imposibilăcenzurarea permanentă. Protecția datelor și disponibilitatea non-stop a sistemelorde comunicații au devenit probleme de supraviețuire în secolul XXI.

Mai mult de atât, la etapa actualp putem observa că spațiul cibernetic oferă oportunități enorme, dar aceasta implică, de asemenea amenințări reale la adresa securității interne, a datelor, sistemelor electronice și avieții private.

În general, securitatea informațională este preluat ca model de asigurare a securității resurselor informaționale la nivel de stat. Exemple în acest sens pot servi:

* Concepția securității informaționale a Republicii Moldova, în care asigurarea securității informaționale este definită ca stare de protecție a resurselor informaționale, precum și a persoanei, societății și statului, în spațiul informațional, iar spațiul informațional, la rândul său, este divizat în digital, cibernetic și mediatic;
* Doctrina securității informaționale a Federației Ruse , prin care se garantează protecția împotriva amenințărilor informaționale interne și externe în scopul asigurării drepturilor constituționale și libertăților oamenilor și ale cetățenilor.

Securitatea informațională, în mod general, ca stare a spațiului informațional, este cea care asigură nevoile informaționale ale subiecților în relațiile informaționale, securitatea informațiilor și protecția subiecților relațiilor informaționale de influențe negative. Iar spațiul informațional poate fi definit drept mediu de activitate a subiecților preocupați de crearea, transformarea și consumul de informații.

Astfel, vede, că securitatea informaționala acopera un spațiu vast, include nu doar securitatea informațiilor, ci și protecția mediului obiectului (statului, organizației, persoanei) de impactul informațiilor negative sau de destabilizarea unor componente ale sistemului/obiectului respectiv.

Rezumând, securitatea informațională se ocupă de protejarea persoanei, organizației, societății și statului în spațiul informațional, a drepturilor și intereselor acestora față de

(1) acces,

(2) utilizare,

(3) divulgare,

(4) modificare,

(5) dislocare

(6) distrugeri neautorizate ale atributelor informației, ale IS, TIC și infrastructurilor de procesare, depozitare, acces și transport al informațiilor, inclusiv mass-media, în scopul asigurării intimității persoanei, continuității afacerii, suveranității statului, diminuării pierderilor, dezinformării, inclusiv prevenirii scurgerii de date, spionaj.

Astfel, vorbind despre securitatea informațională ca factor de organizare a societății contemporane, luând în vedere cele menționate anterior, atunci putem spune căsxistă o multitudine de posibilități pentru a crea o dezinformaresuficientă pentru a otrăvi spațiul media și a împiedica oamenii să înțeleagă ce seîntâmplă. Spațiul informațional oferă oportunități enorme, dar implică și real amenințări la adresa securității interne, a datelor, a sistemelor electronice și a confidențialității.

1. **Definirea conflictelor militare interne;**

Conflictele militare interse sunt o problemă majoră iar la etapa actuală observăm o serie de conflicte militare interne în desfășurare. Pentru a întelege mai bine esența lor, trebuie să abordăm și să le definim.

În acest sens, spunem că un conflict armat intern se referă la o situație de violență care implică confruntări armate prelungite între forțele guvernamentale și una sau mai multe grupuri armate organizate, sau între astfel de grupuri, care apar pe teritoriul unui stat. Spre deosebire de un conflict armat internațional , care se opune forțelor armate ale statelor, într-un conflict armat non-internațional, cel puțin una dintre cele două părți opuse este un grup armat nestatal. Nivelul de intensitate al violenței este determinat în lumina unor indicatori precum durata și gravitatea ciocnirilor armate, tipul de forțe guvernamentale implicate, numărul de luptători și trupe implicate, tipurile de arme folosite, numărul de victime și amploarea prejudiciului cauzat de lupte.

Nivelul de organizare al grupului armat este evaluat luând în considerare factori precum existența unui lanț de comandă, capacitatea de a transmite și executa ordine, capacitatea de a planifica și lansa operațiuni militare coordonate și capacitatea de a recruta, antrena și echipați noi luptători. Ar trebui să subliniez că motivația unui grup armat nu este considerată un factor relevant.

Astfel două surse juridice principale trebuie examinate pentru a determina ce este un conflict militar intenționat conform dreptului internațional umanitar: a) articolul 3 comun la Convențiile de la Geneva din 1949; b) Articolul 1 din Protocolul adițional II: Articolul 3 comun se aplică „conflictelor armate care nu au un caracter internațional care au loc pe teritoriu.

Acestea includ conflicte armate în care sunt implicate una sau mai multe grupuri armate neguvernamentale. În funcție de situație, pot apărea ostilități între forțele armate guvernamentale și grupuri armate guvernamentale sau numai între astfel de grupuri. Pentru a distinge un conflict armat, în sensul articolului 3 comun, de formele de violență mai puțin grave, precum tulburările și tensiunile interne, revoltele sau actele de banditism, situația trebuie să atingă un anumit prag de confruntare.

S-a acceptat în general că pragul inferior găsit la articolul 1 alineatul (2) din APII, care exclude tulburările și tensiunile interne din definiția conflictului armat non-internațional, se aplică și articolului 3 comun.

Pentru a determina caracterul și geneza conflictelor militare interne atunci două criterii sunt utilizate de obicei în acest sens: În primul rând, ostilitățile trebuie să atingă un nivel minim de intensitate. Acesta poate fi cazul, de exemplu, atunci când ostilitățile sunt de caracter colectiv sau când guvernul este obligat să folosească forța militară împotriva insurgenților, în locul simplelor forțe de poliție. În al doilea rând, grupurile neguvernamentale implicate în conflict trebuie considerate „părți la conflict”, adică dețin forțe armate organizate. Aceasta înseamnă, de exemplu, că aceste forțe trebuie să fie sub o anumită structură de comandă și să aibă capacitatea de a susține operațiuni militare.

Concluzionând, trebuie să menționăm faptul că conflictele armate interne sunt confruntări armate prelungite care au loc între forțele armate guvernamentale și forțele unuia sau mai multor grupuri armate sau între astfel de grupuri care apar pe teritoriul unui stat care fac parte la Convențiile de la Geneva.Astfel, confruntarea armată trebuie să atingă un nivel minim de intensitate şi părţile implicate în conflict trebuie să dea dovadă de un minim de organizare.